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The members of the 1998 Super Bowl

Champion Cathedral High School Football
team are: Seniors: Michael Buoniconti, Tim-
othy Dean, Phillip Gervais, Bartholomew
‘‘B.J.’’ Lawlor, Anthony Luvera, Christian
McCollum, Christopher McDonald, Timothy
McDaid, William Ostiguy, Bryan Picard, Mi-
chael Rivard, Jeffrey Santiago, Samuel Scott,
Justin Simmions, Shawn Torres, and William
Torres; Juniors: Vincente Buoniconti, Brett
Cook, Sean Cox, Richard Cummings, Daniel
Keyes, Jonathon Koldys, Derick Lamoureux,
Taren Latta, Michael Martin, Brendan McDon-
ald, John Piascik, and Matthew Yvon; Sopho-
mores: George Bahlke, Michael Britt, Joseph
Camerota, Shaun Carpenter, Michael
Christman, Benjamin Dagenais, Matthew
Gendron, Brandon Jones, Joseph Luvera,
Timothy Manning, Jonathon Miller, Michael
Ojunga, Devon Robinson, Steven Snow, and
Liam Walsh.

The accomplishments of the Cathedral High
School Girls Soccer team are no less impres-
sive. For the third straight year, the team was
led by Head Coach Larry Kelly and Assistant
Coach Laura Wray. Over these three years,
the Panthers have amassed a record of 49-4-
7 and three straight Western Massachusetts
Championships.

The 1998 team finished the season 21-2,
ranker #12 in the nation, and became Massa-
chusetts State Co-Champions with the #1
team in the nation, Winchester High School.
The Panthers scored 115 goals, while letting
in only 10. The girls were named a High
School Academic All-America Team and Sen-
ior Mary McVeigh was named All-America,
and Gatorade Player of the Year for Massa-
chusetts. Although the 1998 squad was led by
an extremely skillful group of seniors, Coach
Kelly expects his tenacious underclasswomen
to be ready for the challenges of 1999.

The members of the 1998 Massachusetts
State Co-Champion Cathedral Girls Soccer
team are: Seniors: Kathryn Crisostomo,
Lauren Downey, Casey Fitzgerald, Alison,
LaMontagne, Christine LaValley, Cindy Lilly,
Mary McVeigh, Melanie Mucha, Maura Neal,
and Melissa Rowe; Juniors: Jamie Athas,
Carissa Caulfield, Cathrine Kirwan-Avila, Katie
Leydon, Kelly Quinn, Kady Robbins, Vanessa
Saundars, Annie Tudryn; Sophomores: Jes-
sica Bain, Kara Downey, Cristin Goodwin,
Michelle Jette, Toni Pantuosco, Nicole Scibelli,
Crystal Stanton, and Jenn Woytowicz; and first
year student Shannon Donnelly.
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Mr. KLECZKA. Mr. Speaker, information on
the most personal aspects of our lives con-
tinues to be spread across the landscape.
Once taken for granted, our wall of privacy is
crumbling.

Today, I am re-introducing the Personal In-
formation Privacy Act. This legislation attempts
to restore some control over the use of our
personal information. The bill prevents credit
bureaus from giving out Social Security num-
bers and prohibits the sale or purchase of any
information that includes anyone’s Social Se-

curity number unless they have written con-
sent to do so.

A merchant who requires a Social Security
number on a check used for a purchase or a
cable company who demands a Social Secu-
rity number on an application for service will
be prohibited from such practices or be
charged with an unfair and deceptive business
violation.

Further, this bill prohibits any state depart-
ment of motor vehicles from selling drivers’
photographs and drivers lists containing Social
Security numbers. In addition, marketers will
not be able to sell consumers’ purchasing ex-
periences or credit transactions without prior
approval.

This bill also provides for civil and criminal
penalties for violations. The criminal penalties
are now possible because of action taken in
the 105th Congress. Last year, Congress
passed the Identity Theft and Assumption De-
terrence Act, which, for the first time, criminal-
izes identity theft. Finally, victims of identity
theft have a means to prosecute those who
assume their identities and ruin their credit
histories. While I am pleased that this legisla-
tion, which I cosponsored, was signed into law
by President Clinton, I feel that further action
is needed. We must pass legislation to pre-
vent these crimes from occurring.

This legislation is necessary because any-
one’s personal information is easily acces-
sible, be it through the presentation of false
identification or through the internet. The infor-
mation can be as innocuous as a name, ad-
dress, and phone number or as intrusive as a
detailed summary of personal finances, includ-
ing bank account balances and investment
portfolios.

One of the main reasons information is so
accessible is that a person’s Social Security
number has become a personal identifier.
Many private entities, from doctors to univer-
sities, now follow the example of the federal
government by using the SSN as an identifier.

Recently, the Government Accounting Office
completed a report that states ‘‘No single fed-
eral law regulates the overall uses of SSNs.’’
It further notes that ‘‘Businesses and govern-
ments are not limited to using SSNs for pur-
poses required by federal law.’’ Consequently,
requiring a person’s SSN, the key to a wealth
of personal information, as a condition of
doing business is now common practice.

Mr. Speaker, this legislation is designed to
curtail the rampant invasion of our privacy.
What we buy and where we buy it is no one’s
business but our own. And, the unauthorized
use and abuse of our Social Security number
must stop. I urge all of my colleagues to co-
sponsor and support this legislation.

SECTION 1. SHORT TITLE

The title of this Act is the ‘‘Personal Informa-
tion Privacy Act of 1999.’’

SECTION 2. CONFIDENTIAL TREATMENT OF CREDIT
HEADER INFORMATION

Section 2 would add a sentence to § 603(d)
of the Fair Credit Reporting Act (FCRA), 15
U.S.C. § 1681a(d), which defines the term
‘‘consumer report’’ for purposes of the FCRA.
The team currently means, essentially, any
communication of information by a consumer
reporting agency about a consumer that is
used or expected to be used as a factor in es-
tablishing the consumer’s eligibility for credit,
insurance, employment, or for any other legiti-
mate business purpose. Under § 604 of the
FCRA, 15 U.S.C. § 1681b, a consumer report-

ing agency may not furnish a consumer report
except for specified purposes. The new sen-
tence that § 2 would add to the definition of
‘‘consumer report’’ provides: ‘‘The term also
includes any other identifying information of
the consumer, except the name, address, and
telephone number of the consumer if listed in
a residential telephone directory available in
the locality of the consumer.’’ If this new sen-
tence becomes law, then consumer reporting
agencies would be prohibited from disclosing
such identifying information except for a pur-
pose specified in § 604.
SECTION 3. PROTECTING PRIVACY BY PROHIBITING USE

OF THE SOCIAL SECURITY NUMBER FOR COMMERCIAL
PURPOSES WITHOUT CONSENT

This section would add a new section to the
general administrative provisions of Title 11 of
the Social Security Act, 42 U.S.C. §§ 1301 et
seq., prohibiting persons from buying or selling
any information that includes an individual’s
social security account number (‘‘SSN’’), with-
out the written consent of the individual. In ad-
dition, no person may use an individual’s SSN
for identification purposes without the written
consent of the individual. In order for consent
to be valid, the person desiring to use an indi-
vidual’s SSN must inform the individual of all
the purposes for which the SSN will be uti-
lized, the persons to whom the number will be
known, and obtain the individual’s consent in
writing.

These new prohibitions would not affect any
statutorily authorized uses of the SSN under
§ 205(c)(2) of the Social Security Act, 42
U.S.C. § 405(c)(2) (SSN used for Social Secu-
rity wage records, and for various enumerated
purposes by federal agencies and state and
local governments), § 7(a)(2) of the Privacy
Act of 1974 (5 U.S.C. 552a note) (authorizing
state and local governments to require disclo-
sure of an individual’s SSN if required by fed-
eral law or if the required disclosure was pur-
suant to a system of records in effect prior to
January 1, 1975), or 26 U.S.C. § 6109(d) (an
individual’s SSN is used for all identifying pur-
poses specified in the Tax Code).

Individuals are authorized to bring a civil ac-
tion seeking equitable relief and damages in a
U.S. District Court for violations of this section.
Damages may include the greater of actual
damages or liquidated damages of $25,000,
or, in case of a willful violation resulting in
profit or monetary gain, $50,000. The court
may assess, against the respondent, reason-
able attorney’s fees and other litigation costs
in cases where an individual prevails. A stat-
ute of limitation of 3 years is provided. The
remedies provided by this section are in addi-
tion to any other lawful remedies available to
an individual.

The Commissioner of Social Security is au-
thorized to assess a civil money penalty of not
more than $25,000 for each violation of this
section, or in the case of violations found to
constitute a general business practice, not
more than $500,000. The enforcement proce-
dures for civil money penalties are the same
as set forth in section 1128A of the Social Se-
curity Act, 42 U.S.C. § 1320a–7a(d), (e), (g),
(k), (l) and the first sentence of (c). These set
forth the criteria for determining the amount of
the civil penalty, the investigation and injunc-
tion authority of the Commissioner, and courts
of appeals review of civil money penalty deter-
minations. Also applicable are the provisions
of section 205(d) and (e) of the Social Security
Act, 42 U.S.C. § 405(d) and (e), which author-
ize the Commissioner of Social Security to
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issue subpoenas during investigations, and
provide for judicial enforcement of such sub-
poenas.

The Commissioner of Social Security is di-
rected to coordinate enforcement of the provi-
sions of this section with the Justice Depart-
ment’s enforcement of criminal provisions re-
lating to fraudulent identification documents,
and with the Federal Trade Commission’s ju-
risdiction relating to identity theft violations.

The provisions of this section do not pre-
clude state laws relating to protection of pri-
vacy that are consistent with this section. The
effective date of this section would be two
years after enactment of this bill.

If a person refuses to do business with an
individual because the individual will not con-
sent to disclosure of this or her SSN, then
such refusal will be considered an unfair or
deceptive act of practice under section 5 of
the Federal Trade Commission Act (15 U.S.C.
§ 45). The Commission may issue a cease
and desist order, violation of which is subject
to civil money penalties of up to $10,000 per
violation.

SECTION 4. RESTRICTION ON USE OF SOCIAL SECURITY
NUMBERS BY STATE DEPARTMENTS OF MOTOR VEHICLES

18 U.S.C. § 2721(b) sets forth permissible
uses of personal information obtained by a
state department of motor vehicles. This sec-
tion provides that, with respect to the SSN of
an individual, such personal information may
only be disclosed to a government agency,
court or law enforcement agency in carrying
out its functions to the extent permitted or re-
quired under section 205(c)(2) of the Social
Security Act, 42 U.S.C. § 405(c)(2), section
7a(2) of the Privacy Act of 2974, 5 U.S.C.
§ 552a note, section 6109(d) of the Internal
Revenue Code, or any other provision of law
specifically identifying such use. This section
would also prohibit the disclosure of SSNs by
state departments of motor vehicles for bulk
distributions for surveys, marketing or solicita-
tions purposes.
SECTION 5. RESTRICTION ON USE OF PHOTOGRAPHS BY

STATE DEPARTMENTS OF MOTOR VEHICLES

Section 5(a) would add a new subsection to
18 U.S.C. § 2721, which currently generally
prohibits the release of certain personal infor-
mation from state motor vehicle records. This
new subsection would prohibit the release of
an individual’s photograph, in any form or for-
mat, by a state department of motor vehicles
without the express written consent of the indi-
vidual. An exception would be permitted for
disclosure of an individual’s photograph to a
law enforcement agency of any government
for a civil or criminal law enforcement activity
if authorized by law and pursuant to a written
request.

Section 5(b) would make technical amend-
ments to 18 U.S.C. § 2721(a) and (b) to con-
form that section to the new provisions added
by this section. It would also amend 18 U.S.C.
§ 2722(a) to reference the new subsection (e)
added by this section.
SECTION 6. REPEAL OF CERTAIN PROVISIONS RELATING

TO THE CONSUMER REPORTS IN CONNECTION WITH
CERTAIN TRANSACTIONS NOT INITIATED BY THE CON-
SUMER

Section 6(a) would amend § 604(c) of the
Fair Credit Reporting Act (FCRA), 15 U.S.C.
§ 1681b(c), which governs prescreening to de-
termine a consumer’s eligibility for credit or in-
surance. Prescreening is a practice whereby a
user of consumer reports, such as a lender or
insurer, contacts a consumer reporting agency

without having received an application for
credit or insurance from a particular consumer.
The user might submit a list of names and ask
the agency to identify persons on he list who
meet criteria that the user specifies. Or it
might ask the consumer reporting agency to
create its own list based on the user’s criteria.
Section 604(c) currently prohibits
prescreening, except in two situations, to de-
termine a consumer’s eligibility for credit or in-
surance. It prohibits, in other words, except in
two situations, a consumer reporting agency
from furnishing a report on a consumer who
has not applied for credit or insurance.

The two situations in which it permits
prescreening are when: (1) the consumer au-
thorizes the consumer reporting agency to
provide the report, or (2) the lender or insurer
will make a firm offer to the consumer if
prescreening shows the consumer eligible for
credit or insurance, and the consumer has not
previously asked to be excluded from
prescreening done by the consumer reporting
agency. Section 6(a) would, in effect, prohibit
presceening in connection with credit and in-
surance except when authorized by the con-
sumer. It would amend § 604(c)(1) to provide
that a consumer reporting agency would be
permitted to furnish a consumer report in con-
nection with a ‘‘credit or insurance transaction
that is not initiated by consumer only if the
consumer provides express written authoriza-
tion in accordance with paragraph (2). . . .’’
‘‘Paragraph (2)’’ refers to § 604(c)(2) of the
FCRA, which would be rewritten by § 6(b) of
the bill.

Section 6(b) would rewrite § 604(c)(2) to
provide: ‘‘No authorization referred to in para-
graph (1) [§ 604(c)(1)] with respect to any con-
sumer shall be effective unless the consumer
received a notice before such authorization is
provided which fully and fairly discloses, in ac-
cordance with regulations which the Federal
Trade Commission and the Board of Gov-
ernors of the Federal Reserve System shall
jointly prescribe, what specifically is being au-
thorized by the consumer and the potential
positive and negative effects the provision of
such authorization will have on the consumer.’’
The regulations would have to require that the
notice be prominently displayed on a separate
document or, if the notice appears on a docu-
ment with other information, that it be clear
and conspicuous.

Section 6(c) would repeal the provision,
mentioned above, that allows consumers to
exclude themselves from prescreening lists.
The provision would be unnecessary if
prescreening were prohibited except when a
consumer had authorized it.

SECTION 7. SALE OR TRANSFER OF TRANSACTION OR
EXPERIENCE INFORMATION PROHIBITED

Section 7(a) would add a new § 626 to the
FCRA. New § 626(a) would provide: ‘‘No per-
son doing business with a consumer may sell,
transfer, or otherwise provide to any other per-
son, for the purpose of marketing such infor-
mation to any other person, any transaction or
experience information relating to the con-
sumer, without the consumer’s express written
consent.’’ A consumer’s consent would not be
required for the sale, transfer, or provision of
transaction or experience information for a
purpose other than marketing.

New § 626(b) would define ‘‘transaction or
experience information’’ as ‘‘any information
identifying the content or subject of 1 or more
transactions between the consumer and a per-

son doing business with a consumer. . . .’’
Section 626(c) would allow six exceptions,
where a consumer’s consent would not be re-
quired for the provision of transaction or expe-
rience information: (1) communications ‘‘solely
among persons related by common ownership
or affiliated by corporate control,’’ (2) informa-
tion provided pursuant to court order or federal
grand jury subpoena, (3) ‘‘[i]nformation pro-
vided in connection with the licensing or reg-
istration by a government agency or depart-
ment, or any transfer of such license or reg-
istration, of any personal property bought,
sold, or transferred by the consumer,’’ (4)
‘‘[i]nformation required to be provided in con-
nection with any transaction in real estate,’’ (5)
‘‘[i]nformation required to be provided in con-
nection with perfecting a security interest in
personal property,’’ and (6) ‘‘[i]nformation relat-
ing to the amount of any transaction or any
credit extended in connection with a trans-
action with a consumer.’’

Section 7(b) would make a technical
amendment to § 603(d)(2)(A) of the FCRA to
ensure that it does not conflict with new § 626,
and § 7(c) would make a clerical amendment
to add a reference to new § 626 to the table
of sections for the FCRA.
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HIGH SCHOOL MARCHING BAND’S
INTERNATIONAL COMPETITION
CHAMPIONSHIP IN DUBLIN, IRE-
LAND

HON. RALPH M. HALL
OF TEXAS

IN THE HOUSE OF REPRESENTATIVES

Thursday, April 15, 1999

Mr. HALL of Texas. Mr. Speaker, I rise
today to acknowledge and honor the latest
achievement of a wonderful group of young
men and women from my district—the Canton,
Texas, Mighty Eagle High School Band. Just
last month, on St. Patrick’s Day, I came before
the House to honor the numerous awards and
recognitions that have been bestowed upon
these youngsters. In addition, I wanted to pub-
licly acknowledge them for being chosen to
represent the State of Texas in Dublin, Ire-
land, on St. Patrick’s Day, for that city’s St.
Patrick’s Day Parade.

Mr. Speaker, not only did the Canton High
School Band go to Dublin, Ireland to perform,
but they won the international competition by
winning the event’s top prize. The Eagle Band
‘‘wowed’’ the five member international judging
panel with its rendition of ‘‘Festive Overture’’
by Demitri Shostakovich. For its winning per-
formance, the Eagle Band was recognized by
Dublin Lord Mayor, Joe Doyle, with the parade
competition championship trophy.

Playing before crowds of people and am-
bassadors from France, Russia, Argentina,
England and Germany, the Canton Band
proudly represented their home town, the
State of Texas and the United States. As we
adjourn today, let us do so in honor of the
Canton Mighty Eagle Band and their latest
achievement.
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